
Sharing Your Personal Data  

Who we share 
your personal 
data with 

What you need to know 

Within the 
Bedford Estates 

We share your information with our employees where this is necessary. For 
example, for administrative purposes (accounts processing, employee management, 
delivering our contract with you etc.) and for the purposes of estate management 
and governance. 
 

With third parties We have a number of trusted partners with whom we share your data to deliver our 
services & undertake services on our behalf. Below is an example of some activities 
carried out by third-parties service providers: 

• web hosting and delivery of marketing communications 
• IT service providers for the purposes of operating our business, data 

management & support services and security 
• property letting & security 
• providing professional advice 
• undertaking compliance requirements 
• research for the purposes of planning applications 
• undertaking maintenance & repair to our properties 
• debt collection (debt & tracing services) 
• hosting & facilitating the hosting of events 
• undertaking satisfaction surveys 

 
 

Obligation We will share your personal information with third parties where we have a 
statutory obligation e.g. 

• local authorities for business rate assessments, HMO registration etc. 
• insurance claim information may go on to a register of claims shared with 

other insurers 
• HM Revenue & Customs, regulators and other authorities 
• Tenant Deposit Scheme 
• The Direct Debit Scheme 
• insurance claim information may go on to a register of claims shared with 

other insurers 
 

At your request We share your data with companies you have asked us to share your data with. This 
may include banks, mortgage lenders, prospective employers & organisations to 
whom employees are seconded. 
 

Exceptional 
circumstances 

In exceptional circumstances where we believe that the disclosure is: 

• Required by the law, to comply with judicial proceedings, court orders or 
legal or regulatory proceedings and fraud prevention. 



• Necessary to protect the safety of our employer, employees, yourself, our 
property or the public. 

• Necessary for the prevention or detection of crime including exchanging 
information with other companies or organisations for the purposes of fraud 
prevention and credit risk reduction. 

Occasionally we disclose personal data to authorities such as the police and 
emergency services where they need it to pursue legal claims or to protect your 
interest, or someone else’s or where you are not capable of giving consent or where 
the information has already been made public by you. If we do, we make sure we 
are proportionate in the amount of data disclosed and have procedures in place to 
keep it secure. 

 


